OptoCommerce® HOw to Login to OptoCommerce with Multi-Factor
Authentication

Please follow these instructions to login to OptoCommerce after setting up Multi-Factor Authentication. If you have
not yet completed the one-time set up process, please see Registration Process guide on OptoCommerce website.

1. Browse to the OptoCommerce website:
a) https://optocommerce.corning.com/Account/Login

b) Enter your assigned username (email address) and click on Next
SignIn

c) Enter your Password and click Verify Username

customen@company.com

\) Productivity Tip: | Keep me signed in
Click on “Keep me signed in” so the next time you try
to login, the browser can immediately log you in.

Unlock account?

Help
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https://optocommerce.corning.com/Account/Login

OptoCommerce® HOw to Login to OptoCommerce with Multi-Factor
Authentication

Select your preferred second factor of authentication.

) . . . Verify it's you with a security method
Note: You will only see the authentication options you selected and &
set up* during Multi-Factor Authentication implementation. - ‘

Select from the following options

Follow these instructions to complete verification based on your

selection: Email Select

« Emall &  Coogle Authenticator Select

« Google Authenticator

. Pho ne & password Select
\ Phone Solact

*Contact ceopto@corning.com to add additional authentication
options, if required.
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mailto:ceopto@corning.com

OptoCommerce® Email Authentication

Follow the below steps to verify your account via email.

Verify with your email

@ @GMAILCOM

Verify with an email link or enter a code sent
tc _@GMAIL.COM.

Send me an email

Verify with something else

Back to sign in

One-time verification code

Okta <noreply@okta.com>
To 1 @GMAIL.COM

Hi S

To finish signing in enter the provided code. If you did not request this email,

please contact our support team at cito@corning.com.

This code expires in 10 minutes

Enter code: 871038 * 6-digit code

essage by Okta. Replies are not monitored or answered

1.

Click Send me an email.
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Verify with your email
@ GMAILCOM

An email magic link was sent to Wa@GMAI
L.COM. Click the link in the email or enter the

code below to continue. /

Enter a code from the email instead

Verify with something else

Back to sign in

2.

Check your email inbox
for a one-time
verification code from
noreply@okta.com

3.

Click Enter a code

from email instead.

Verify with your email

DCMAI

Click Verify to
complete login.




OptoCommerce® Google Authenticator

Follow the below steps to verify your account via Google Authenticator.

\ g /
Verify with Google Authenticator
@.
the t ry co
q uther
E code

1.

You will see window like
the one at the top. Open
your Google Authenticator
app in your phone.
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2.

Look for your previously set
up account within the app.
You will be required to enter
the 6-digit verification code
in the next step.

&

Verify with Google Authenticator

Gc e Authenticator app

E

nter code
571208

Enter the verification
code from your phone
within the login page.

©

Verify with Google Authenticator

®

Enter code

571208

4.

Click on Verify to
complete login.



OptoCommerce® Phone Authentication

Follow the below steps to verify your account via SMS or voice call authentication.

1M:17 all T &)
g <@ (o) \.
| 22395

Verify with your phone

Your Okta Preview SMS ~

Verify with your phone verification code is: 678950 @ @gmail.com
.@. @gmail.com The sender is not in your contact list A code was sent to Enter
uuuuuuuu (o v E

the code pelow to verity

Send a code via SMS to Carrier messaging charges may apply
Carrier messaging charges may apply Enter Code

Click Receive a code via Check your phone for a Enter 6-digital verification code
SMS. one-time verification code. from phone & click Verify to
Note: Alternatively, you can select Receive a Complete Iogin-

voice call instead.
CORNING



	Default Section
	Slide 1: How to Login to OptoCommerce with Multi-Factor Authentication
	Slide 2: How to Login to OptoCommerce with Multi-Factor Authentication

	Email Authentication
	Slide 3: Email Authentication

	Google Authenticator
	Slide 4: Google Authenticator

	Phone Authentication
	Slide 5: Phone Authentication


